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ABSTRACT

Currently, many organizations continue to develop organize to be more
flexibility for effective business operations. In addition to focusing on innovation and
technology development. Organization have started to focus to reduce management
costs and improve productivity so that they can be more competitive. One of the
strategies that is becoming increasingly used to increase productivity and reduce costs
is Bring Your Own Device (BYOD), or organization's permission, allows its personnel to
carry personal devices connected to corporate networks for use in their work.

The objectives of this research were to study opinions of management in
multinational organizations in Thailand to understand way of working, planning, risk
leveling and security of information system when using BYOD in their organization. This
was a qualitative research, data were collected via in-depth interviews Information
Technology Management of five leading multinational organizations in Thailand. The
research framework from literature review was used as an interview guideline. The
research framework shows that the factors that drive BYOD usage are; 1) Information

Security Policy and Standards and 2) Benefits of BYOD.
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The study revealed that View of management the factors that led to BYOD
using are; BYOD benefits in financials. Such as the reduction of costs and expenses in
the management of information assets, etc., and internal processes, such as flexibility
for employees to work after office hours. But it must be to control 1) policy and
Standards of Information Security. Organizations have defined policies and standards
of information Security, such as implementing security policies for information, or using
standards for managing information security in organizations such as ISO27001, COBIT
5, COSO, ITIL and other, there is a divide in the management of information technology,
Property Management, Management Classification of information assets, responsible
for conducting internal audits and 2) controlling of the risk of using BYOD, such as a
business impact assessment, if the security program fails, enterprise network access
control, external device control, Anti- Virus installation, deployment control via

personal devices and abnormal usage reporting or threat alerts.
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